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Change history

The following table shows the change history for this specification.

1.3.1 Revision 7 (August 1, 2007)

Table 1 – Revision change history for revision 6

	Revision
	Version
	Description

	0
	-
	Initial draft 

	1
	-
	Updated for r10 of the specification

	2
	-
	Modified optionality of group addressing and of the Discovery Cache server services – essentially making them mandatory if the device implements the cache service (zs).

	3
	-
	Updated for r13 of the specification

	4
	
	First round of review against r13 PICs

	5
	
	First round of review against r16 PICs

	6
	
	Corrections after publication of PRO stack profile for R16

	7
	
	Addressed CCB 726 and updates noted in development of ZigBee-2007 stack profile (these items were wrong for the PRO Stack profile as well)


2 Introduction

To evaluate conformance of a particular implementation, it is necessary to have a statement of which capabilities and options have been implemented for a given standard. Such a statement is called a protocol implementation conformance statement (PICS).

2.1 Scope
This document provides the protocol implementation conformance statement (PICS) proforma for the ZigBee specifications cited in References [R1] through [R5] in compliance with the relevant requirements, and in accordance with the relevant guidance, given in ISO/IEC 9646-7.

This document addresses only the platform aspects of the Application Layer of the ZigBee protocol stack.  Specific application profiles (for example, Home Automation) will be addressed in separate PICs documents.

2.2 Purpose

The supplier of a protocol implementation claiming to conform to the ZigBee standard shall complete the following PICS proforma and accompany it with the information necessary to identify fully both the supplier and the implementation.

The protocol implementation conformance statement (PICS) of a protocol implementation is a statement of which capabilities and options of the protocol have been implemented. The statement is in the form of answers to a set of questions in the PICS proforma. The questions in a proforma consist of a systematic list of protocol capabilities and options as well as their implementation requirements. The implementation requirement indicates whether implementation of a capability is mandatory, optional, or conditional depending on options selected. When a protocol implementor answers questions in a PICS proforma, they would indicate whether an item is implemented or not, and provide explanations if an item is not implemented.

3 Abbreviations and special symbols

Notations for requirement status: 

	M
	Mandatory

	O
	Optional

	O.n
	Optional, but support of at least one of the group of options labeled O.n is required.

	N/A
	Not applicable

	X
	Prohibited


“item”: Conditional, status dependent upon the support marked for the “item”.

For example, FD1: O.1 indicates that the status is optional but at least one of the features described in FD1 and FD2 is required to be implemented, if this implementation is to follow the standard of which this PICS Proforma is a part.

4 Instructions for completing the PICS proforma

If a given implementation is claimed to conform to this standard, the actual PICS proforma to be filled in by a supplier shall be technically equivalent to the text of the PICS proforma in this annex, and shall preserve the numbering and naming and the ordering of the PICS proforma.

A PICS which conforms to this document shall be a conforming PICS proforma completed in accordance with the instructions for completion given in this annex.

The main part of the PICS is a fixed-format questionnaire, divided into five tables. Answers to the questionnaire are to be provided in the rightmost column, either by simply marking an answer to indicate a restricted choice (such as Yes or No), or by entering a value or a set or range of values.

The ZigBee Specification [R1] contains a variety of settable parameters detailed in [R2].  Selected settings have been incorporated into the notion of a “stack profile” (see also [R3] and [R4]).   A stack profile is a collection of specific settings for the operational parameters of the application layer.  Stack profiles exist primarily to address concerns about interoperability of devices implementing a specification with many optional features and tunable parameters in a multi-vendor, multi-application environment.  The operative restriction is that devices implementing the same stack profile are required to interoperate. It is expected that a large number of application profiles will each select a single stack profile and that the universe of stack profiles advanced and supported by the ZigBee Alliance will be kept as small as possible.

In light of this and of the fact that small footprint devices cannot afford to implement more than the minimum set of features required to support their application, protocol conformance will generally be tested with respect to a specific stack profile or at most a small set of stack profiles. This document is organized such that the general PICS outlined in clause 8 may be further constrained using the tables in [R3] and [R4] to reflect a particular stack profile.  Items not included in the constrained set need not be answered.  Items that have optional status in the general PICS may be made mandatory or disallowed under a given stack profile.

5 Identification of the implementation

Implementation under test (IUT) identification

IUT name:  Z-Stack

IUT version:  2.2.0

System under test (SUT) identification

SUT name:  CC2530
Hardware configuration:  SmartRF05EB + CC2530EM

Operating system:  n/a

Product supplier

Name:  Texas Instruments, Inc

Address:  9276 Scranton Road Suite 450, San Diego, CA 92121
Telephone number:  +1 858 638 4294
Facsimile number:  +1 858 638 4202
Email address:  kmarneweck@ti.com

Additional information: __________________________________________________________

Client

Name: ___N/A_________________________________________________________________

Address: ______________________________________________________________________

Telephone number: _____________________________________________________________

Facsimile number: ______________________________________________________________

Email address: _________________________________________________________________

Additional information: __________________________________________________________

PICS contact person

Name:  Richard Lord
Address:  9276 Scranton Road Suite 450, San Diego, CA 92121
Telephone number:  +1 858 638 4294
Facsimile number:  +1 858 638 4202
Email address:  rlord@ti.com

Additional information: __________________________________________________________

PICS/System conformance statement

Provide the relationship of the PICS with the system conformance statement for the system:

______________________________________________________________________________

______________________________________________________________________________

______________________________________________________________________________
6 Identification of the protocol

This PICS proforma applies to ZigBee Specification R16, cited in Reference [R1].

7 Global statement of conformance

The implementation described in this PICS proforma meets all of the mandatory requirements of the referenced standard with the restrictions specified in [R3] for the following stack profiles:

Stack profile(s):  ZigBee and ZigBee-PRO

[image: image1.wmf]

Yes


[image: image2.wmf]

No


Note—Answering ‘No’ indicates non-conformance to the specified protocol standard. Non-supported mandatory capabilities are to be identified in the following tables, with an explanation by the implementer explaining why the implementation is non-conforming.

The supplier will have fully complied with the requirements for a statement of conformance by completing the statement contained in this subclause. That means, by clicking the above, the statement of conformance is complete. However, the supplier may find it incumbent on their claim to continue to complete the detailed tabulations in the subclauses that follow.

Not specifying a stack profile here means that the entire PICS proforma is being addressed without restriction.

8 PICS proforma tables

The following tables are composed of the detailed questions to be answered, which make up the PICS proforma. There are three major subclauses. The first subclause contains the major roles for a ZigBee device. The second describes the general APS frame format. The third subclause contains the major capabilities for the applications layer.  Further subclauses within these subclauses may exist.

8.1 ZigBee device types

Table 2 - Functional device types

	Item number
	Item description
	 Reference
	Status
	Support

	FDT1
	Is this device capable of acting as a ZigBee coordinator?
	[R1]/2.5.5.5.1
	O.1
	YES

	FDT2
	Is this device capable of acting as a ZigBee router?
	[R1]/ 2.5.5.5.2
	O.1
	YES

	FDT3
	Is this a ZigBee end device?
	[R1]/ 2.5.5.5.5
	O.1
	YES


8.2 ZigBee security device types

Table 3 - Security device types

	Item number
	Item description
	 Reference
	Status
	Support

	SDT1
	Is this device capable of acting as a ZigBee Trust Center?
	[R1]/4.2.4, 4.6.2
	O.2
	YES

	SDT2
	Is this device incapable of acting as a ZigBee Trust Center and capable of joining a secure ZigBee network only as a device?
	[R1]/4.6.3
	O.2
	YES


8.3 ZigBee APS frame format

Table 4 – APS general frame format

	Item number
	Item description
	Reference
	Status
	Support

	AFF1
	Does the device support the general ZigBee APS frame format?
	[R1]/2.2.5.1
	M
	YES

	AFF2
	Does the device support the ZigBee APS data frame format?
	[R1]/2.2.5.2.1
	M
	YES

	AFF3
	Does the device support the ZigBee APS command frame format?
	[R1]/2.2.5.2.2, 2.2.6
	O
	YES

	AFF4
	Does the device support the ZigBee APS acknowledgement frame format?
	[R1]/2.2.5.2.3
	M
	YES


8.4 Major capabilities of the ZigBee application layer

Tables in the following subclauses detail the capabilities of the APL layer for ZigBee devices.

8.4.1 Application layer functions

8.4.1.1 Application Support Sub-layer functions

Table 5 - Application Sub-layer functions

	Item number
	Item description
	Reference
	Status
	Support

	ALF1
	Does the application support sub-layer layer support transmission of data by the next higher layer?
	[R1]/2.2.4.1.1, 2.2.4.1.2
	M
	YES

	ALF200
	Does the device support transmission of outgoing APS frames within APSDE with the DstAddrMode set to 0x00 (indirect) 
	[R1]/2.2.4.1.1
	O
	YES

	ALF201
	Does the device support transmission of outgoing APS frames within APSDE with the DstAddrMode set to 0x01 (group addressed)
	[R1]/2.2.4.1.1
	M
	YES

	ALF202
	Does the device support transmission of outgoing APS frames within APSDE with the DstAddrMode set to 0x02 (unicast using NWK address and Destination Endpoint)
	[R1]/2.2.4.1.1
	M
	YES

	ALF203
	Does the device support transmission of outgoing APS frames within APSDE with the DstAddrMode set to 0x03 (unicast using IEEE address and Destination Endpoint)
	[R1]/2.2.4.1.1
	O
	NO

	ALF2
	Does the application support sub-layer support reception of data by the next higher layer at the endpoint supplied by the incoming packet?
	[R1]/2.2.4.1.3
	M
	YES

	ALF300
	Does the device support reception of incoming APS frames within APSDE with the DstAddrMode set to 0x00 (indirect) 
	[R1]/2.2.4.1.3
	O
	YES

	ALF301
	Does the device support reception of incoming APS frames within APSDE with the DstAddrMode set to 0x01 (group addressed)
	[R1]/2.2.4.1.3
	M
	YES

	ALF302
	Does the device support reception of incoming APS frames within APSDE with the DstAddrMode set to 0x02 (unicast using NWK address and Destination Endpoint)
	[R1]/2.2.4.1.3
	M
	YES

	ALF3
	Does the application support sub-layer support BIND and UNBIND requests and confirms?
	[R1]/2.2.4.3.1, 2.2.4.3.2, 2.2.4.3.3, 2.2.4.3.4
	O
	YES

	ALF4
	Does the device’s application support sub- layer offer the next higher layer the ability to get application information base (AIB) attributes.
	[R1]/2.2.4.4.1, 2.2.4.4.2
	M
	YES

	ALF5
	Does the device’s application support sub- layer offer the next higher layer the ability to set application information base (AIB) attributes.
	[R1]/2.2.4.4.3, 2.2.4.4.4
	M
	YES

	ALF100
	Does the application support sub-layer support ADD GROUP requests and confirms?
	[R1]/2.2.4.5.1, 2.2.4.5.2
	M
	YES

	ALF101
	Does the application support sub-layer support REMOVE GROUP requests and confirms?
	[R1]/ 2.2.4.5.3, 2.2.4.5.4
	M
	YES

	ALF102
	Does the application support sub-layer support REMOVE ALL GROUPS requests and confirms?
	[R1]/ 2.2.4.5.5, 2.2.4.5.6
	M
	YES


8.4.2 Application layer frames

Table 6 - Application data frame

	Item number
	Item description
	Reference
	Status
	Support

	ADF1
	Does the device support the origination of application data frames.
	[R1]/2.2.5.1, 2.2.5.2.1, 2.2.8.4.1
	M
	YES

	ADF2
	Does the device support the receipt of application data frames.
	[R1]/2.2.5.1 2.2.5.2.1, 2.2.8.3.2, 2.2.8.3.3
	M
	YES

	ADF3
	Does the device support the origination of application data frames with the auxiliary APS security header?
	[R1]/ 2.2.5.1, 2.2.5.2.1, 2.2.8.4.1, 4.4.1.1
	O
	YES

	ADF4
	Does the device support the receipt of application data frames with the auxiliary APS security header?
	[R1]/ 2.2.5.1 2.2.5.2.1, 2.2.8.3.2, 2.2.8.3.3, 4.4.1.2
	O
	YES

	ADF5
	Does the device support the origination of application data frames with the extended APS fragmentation/re-assembly header?
	[R1]/ 2.2.5.1, 2.2.5.2.1, 2.2.8.4.1, 2.2.5.1.8, 2.2.8.4.5.1
	O
	YES

	ADF6
	Does the device support the receipt of application data frames with the extended APS fragmentation/re-assembly header?
	[R1]/ 2.2.5.1 2.2.5.2.1, 2.2.8.3.2, 2.2.8.3.3, 2.2.5.1.8, 2.2.8.4.5.2
	O
	YES


Table 7 – Application command frames

	Item number
	Item description
	Reference
	Status
	Support

	ACF500
	Does the device support the origination of command frames with the auxiliary APS security header?
	[R1]/ 2.2.5.1, 2.2.5.2.2, 2.2.6, 4.4.1.1
	O
	YES

	ACF501
	Does the device support the receipt of command frames with the auxiliary APS security header?
	[R1]/ 2.2.5.1 2.2.5.2.1, 2.2.6, 2.2.8.3.3, 4.4.1.2
	O
	YES

	ACF1
	Does the device support the origination of application command frames from the Trust Center.
	[R1]/4.4.9, 4.6.2,  4.6.3.2, 4.6.3.3, 4.6.3.4, 4.6.3.5, 4.6.3.6, 4.6.3.7
	SDT1: M
	YES

	ACF100
	Does the device support the origination of Key Establishment application command frames from the Trust Center?
	[R1]/4.4.9.1
	SDT1:M
	YES

	ACF101
	Does the device support the origination of Transport Key application command frames from the Trust Center?
	[R1]/4.4.9.2
	SDT1:M
	YES

	ACF102
	Does the device support the origination of Remove Device application command frames from the Trust Center?
	[R1]/4.4.9.4
	SDT1:M
	YES

	ACF103
	Does the device support the origination of Switch Key application command frames from the Trust Center?
	[R1]/4.4.9.6
	SDT1:M
	YES

	ACF104
	Does the device support the origination of Authenticate application command frames from the Trust Center?
	[R1]/4.4.9.7
	SDT1:M
	YES

	ACF2
	Does the device support the receipt of application command frames at the Trust Center
	 [R1]/4.4.9, 4.6.2,  4.6.3.2, 4.6.3.3, 4.6.3.4, 4.6.3.5, 4.6.3.6, 4.6.3.7 
	SDT1:M
	YES

	ACF200
	Does the device support the receipt of Key Establishment application command frames at the Trust Center?
	[R1]/4.4.9.1
	SDT1:M
	YES

	ACF201
	Does the device support the receipt of Transport Key application command frames at the Trust Center?
	[R1]/4.4.9.2
	SDT1:M
	YES

	ACF202
	Does the device support the receipt of Update Device application command frames at the Trust Center?
	[R1]/4.4.9.3
	SDT1:M
	YES

	ACF203
	Does the device support the receipt of Request Key application command frames at the Trust Center?
	[R1]/4.4.9.5
	SDT1:M
	YES

	ACF204
	Does the device support the receipt of Authenticate application command frames at the Trust Center?
	[R1]/4.4.9.7
	SDT1:M
	YES

	ACF3
	Does the device support the origination of application command frames from a non-Trust Center device.
	[R1]/4.4.9, 4.6.3
	SDT2:M
	YES

	ACF300
	Does the device support the origination of Key Establishment application command frames from a non-Trust Center device?
	[R1]/4.4.9.1, 4.6.3.5
	SDT2:M
	YES

	ACF301
	Does the device support the origination of Transport Key application command frames from a non-Trust Center device?
	[R1]/4.4.9.2
	SDT2:M
	YES

	ACF302
	Does the device support the origination of Update Device application command frames from a non-Trust Center device?
	[R1]/4.4.9.3, 4.6.3.4
	SDT2:M
	YES

	ACF303
	Does the device support the origination of Request  Key application command frames from a non-Trust Center device?
	[R1]/4.4.9.5
	SDT2:M
	YES

	ACF304
	Does the device support the origination of Authenticate application command frames from a non-Trust Center device?
	[R1]/4.4.9.7, 4.6.3.2
	SDT2:M
	YES

	ACF4
	Does the device support the receipt of application command frames from a non-Trust Center device.
	[R1]/4.4.9, 4.6.3 
	SDT1:M, SDT2:M
	YES
YES

	ACF400
	Does the device support the receipt of Key Establishment application command frames from a non-Trust Center device?
	[R1]/4.4.9.1, 4.6.3.5
	SDT1:M,

SDT2:M
	YES

YES

	ACF401
	Does the device support the receipt of Transport Key application command frames from a non-Trust Center device?
	[R1]/4.4.9.2
	SDT1:M, SDT2:M
	YES
YES

	ACF402
	Does the device support the receipt of Update Device application command frames from a non-Trust Center device?
	[R1]/4.4.9.3, 4.6.3.4
	SDT1:M
	YES

	ACF403
	Does the device support the receipt of Request  Key application command frames from a non-Trust Center device?
	[R1]/4.4.9.5
	SDT1:M
	YES

	ACF404
	Does the device support the receipt of Authenticate application command frames from a non-Trust Center device?
	[R1]/4.4.9.7, 4.6.3.2
	SDT1:M, SDT2:M
	YES
YES


Table 8 – Application acknowledgement frames

	Item number
	Item description
	Reference
	Status
	Support

	AFR1
	Does the device support the origination of application acknowledgement frames.
	[R1]/2.2.8.3.1, 2.2.8.3.3
	M
	YES

	AFR2
	Does the device support the receipt of application acknowledgement frames
	[R1]/2.2.8.3.2, 2.2.8.3.3
	M
	YES


8.4.2.1 ZigBee Device Objects functions

Table 9 – ZigBee Device Objects functions

	Item number
	Item description
	Reference
	Status
	Support

	AZD700
	Does the device support the permissions configuration table?
	[R1]/4.6.3.8
	O
	NO

	AZD701
	Does the device support the ModifyPermissionsCapabilityTable element of the permissions configuration table?
	[R1]/4.6.3.8
	AZD700: O
	NO

	AZD702
	Does the device support the NetworkSettings element of the permissions configuration table?
	[R1]/4.6.3.8
	AZD700: O
	NO

	AZD703
	Does the device support the ApplicationSettings element of the permissions configuration table?
	[R1]/4.6.3.8
	AZD700: O
	NO

	AZD704
	Does the device support the SecuritySettings element of the permissions configuration table?
	[R1]/4.6.3.8
	AZD700: O
	NO

	AZD705
	Does the device support the ApplicationCommands element of the permissions configuration table?
	[R1]/4.6.3.8
	AZD700: O
	NO

	AZD706
	Does the device support the SKKEWithMasterKey element of the permissions configuration table?
	[R1]/4.6.3.8
	AZD700: O
	NO

	AZD707
	Does the device support the NWK rejoin procedure?
	[R1]/ 3.6.1.4.2
	M
	YES

	AZD600
	Does the device act as a Binding Table Cache?
	[R1]/2.5.5.5.3
	FDT1:O

FDT2:O

FDT3:X
	NO

NO

NO

	AZD601
	Does the device perform the Intra-PAN portability parent procedure?
	[R1]/2.5.5.5.4
	FDT1:M

FDT2:M

FDT3:X
	YES

YES

	AZD602
	Does the device perform the Intra-PAN portability child procedure?
	[R1]/2.5.5.5.4
	FDT1:X

FDT2:X

FDT3:M
	YES

	AZD1
	Does the device support the mandatory Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	M
	YES

	AZD2
	Does the device support the mandatory attributes of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	M
	YES

	AZD3
	Does the device support the optional attributes of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	O
	YES

	AZD4
	Does the device support the optional NWK address client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD5
	Does the device support the optional IEEE address client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD6
	Does the device support the optional Node Descriptor client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD7
	Does the device support the optional Power Descriptor client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD8
	Does the device support the optional Simple Descriptor client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD9
	Does the device support the optional Active Endpoint client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD10
	Does the device support the optional Match Descriptor client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD11
	Does the device support the optional Complex Descriptor client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD12
	Does the device support the optional Complex Descriptor server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD13
	Does the device support the optional User Descriptor client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD14
	Does the device support the optional User Descriptor server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD17
	Does the device support the mandatory Device Announce client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD1:M
	YES

	AZD18
	Does the device support the Device Announce server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD1:M
	YES

	AZD100
	Does the device support the optional System Server Discovery client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD101
	Does the device support the optional System Server Discovery server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	YES

	AZD102
	Does the device support the optional Discovery Cache client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD103
	Does the device support the optional Discovery Cache server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD104
	Does the device support the optional Discovery Store client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD105
	Does the device support the optional Discovery Store server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD103:M
	YES

	AZD106
	Does the device support the optional Node Descriptor Store client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD107
	Does the device support the optional Node Descriptor Store server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD103:M
	YES

	AZD108
	Does the device support the optional Power Descriptor Store client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD109
	Does the device support the optional Power Descriptor Store server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD103:M
	YES

	AZD110
	Does the device support the optional Active Endpoint Store client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD111
	Does the device support the optional Active Endpoint Store server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD103:M
	YES

	AZD112
	Does the device support the optional Simple Descriptor Store client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD113
	Does the device support the optional Simple Descriptor Store server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD103:M
	YES

	AZD114
	Does the device support the optional Remove Node Cache client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD115
	Does the device support the optional Remove Node Cache server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD103:M
	YES

	AZD116
	Does the device support the optional Find Node Cache client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD117
	Does the device support the optional Find Node Cache server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD103:M
	YES

	AZD650
	Does the device support the optional Extended Simple Descriptor client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD651
	Does the device support the optional Extended Simple Descriptor server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD103:M
	YES

	AZD652
	Does the device support the optional Extended Active Endpoint client service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD3:O
	NO

	AZD653
	Does the device support the optional Extended Active Endpoint server service of the Device and Service Discovery Object?
	[R1]/2.5.5.6.1
	AZD103:M
	YES

	AZD19
	Does the device support the optional Security Manager Object?
	[R1]/2.5.5.7.1
	O
	YES

	AZD20
	Does the device support the mandatory attributes of the Security Manager Object with the device in a Trust Center role?
	[R1]/2.5.5.7.1


	AZD19, 

SDT1:M
	YES

	AZD21
	Does the device support the mandatory attributes of the Security Manager Object with the device in a non-Trust Center role?
	[R1]/2.5.5.7.1


	AZD19, 

SDT2:M
	YES

	AZD22
	Does the device support the optional Binding Manager Object?
	[R1]/2.5.5.8.1
	O
	YES

	AZD23
	Does the device support the optional End Device Bind client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.1
	AZD22,

FDT1:O,

FDT2:O

FDT3:O
	YES

YES

YES

	AZD24
	Does the device support the optional End Device Bind server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.1
	AZD22,

FDT1:M,

FDT2:X,

FDT3:X
	YES

	AZD25
	Does the device support the optional Bind client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.2
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD26
	Does the device support the optional Bind server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.2
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD27
	Does the device support the optional Unbind client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.3
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD28
	Does the device support the optional Unbind server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.3
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD200
	Does the device support the optional Bind Register client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.4
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD201
	Does the device support the optional Bind Register server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.4
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD202
	Does the device support the optional Replace Device client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.5
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD203
	Does the device support the optional Replace Device server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.5
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD204
	Does the device support the optional Store Backup Bind Entry client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.6
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD205
	Does the device support the optional Store Backup Bind Entry server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.6
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD206
	Does the device support the optional Remove Backup Bind Entry client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.7
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD207
	Does the device support the optional Remove Backup Bind Entry server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.7
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD208
	Does the device support the optional Backup Bind Table client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.8
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD209
	Does the device support the optional Backup Bind Table server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.8
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD210
	Does the device support the optional Recover Bind Table client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.9
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD211
	Does the device support the optional Recover Bind Table server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.9
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD212
	Does the device support the optional Backup Source Bind client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.10
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD213
	Does the device support the optional Backup Source Bind server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.10
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD214
	Does the device support the optional Recover Source Bind client service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.3.2.11
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD215
	Does the device support the optional Recover Source Bind server service of the Binding Manager Object?
	[R1]/2.5.5.8.1

[R1]/2.4.4.2.11
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD29
	Does the device support the optional APSME BIND and UNBIND service of the Binding Manager Object?
	[R1]/2.5.5.8.1
	AZD22,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD30
	Does the device support the mandatory NLME GET, SET and NETWORK DISCOVERY services of the Network Manager Object?
	[R1]/2.5.5.9.1
	M
	YES

	AZD31
	Does the device support the optional NLME NETWORK FORMATION service of the Network Manager Object?
	[R1]/2.5.5.9.1
	FDT1:M,

FDT2:X,

FDT3:X
	YES

	AZD32
	Does the device support the optional NLME JOIN service of the Network Manager Object?
	[R1]/2.5.5.9.1
	FDT1:X,

FDT2:M,

FDT3:M
	YES

YES

	AZD300
	Does the device support the optional NLME START ROUTER service of the Network Manager Object?
	[R1]/2.5.5.9.1
	FDT1:X,

FDT2:M,

FDT3:X
	YES

	AZD33
	Does the device support  the mandatory NLME LEAVE service of the Network Manager Object?
	[R1]/2.5.5.9.1
	FDT1:X,

FDT2:M,

FDT3:M
	YES

YES

	AZD301
	Does the device support the optional NLME PERMIT JOINING service of the Network Manager Object?
	[R1]/2.5.5.9.1
	FDT1:M,

FDT2:M,

FDT3:X
	YES

YES

	AZD34
	Does the device support the optional NLME RESET service of the Network Manager Object?
	[R1]/2.5.5.9.1
	FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD35
	Does the device support the optional NLME SYNC service of the Network Manager Object?
	[R1]/2.5.5.9.1
	FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD302
	Does the device support the mandatory NLME NWK_STATUS service of the Network Manager Object?
	[R1]/2.5.5.9.1
	M
	YES

	AZD303
	Does the device support the optional NLME ROUTE DISCOVERY service of the Network Manager Object?
	[R1]/2.5.5.9.1
	FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD36
	Does the device support the optional Node Manager Object?
	[R1]/2.5.5.10.1
	FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD37
	Does the device support the optional Node Manager NWK Discovery client service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD38
	Does the device support the optional Node Manager NWK Discovery server service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD39
	Does the device support the optional Node Manager LQI client service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD40
	Does the device support the optional Node Manager LQI server service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD41
	Does the device support the optional Node Manager RTG client service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD42
	Does the device support the optional Node Manager RTG server service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD43
	Does the device support the optional Node Manager Bind client service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD44
	Does the device support the optional Node Manager Bind server service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD45
	Does the device support the optional Node Manager Leave client service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD46
	Does the device support the optional Node Manager Leave server service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD47
	Does the device support the optional Node Manager Direct Join client service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD48
	Does the device support the optional Node Manager Direct Join server service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD400
	Does the device support the optional Node Manager Permit Joining client service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD401
	Does the device support the optional Node Manager Discovery Cache client service?
	[R1]/2.5.5.10.1
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD402
	Does the device support the optional Node Manager Discovery Cache server service?
	[R1]/2.5.5.10.2
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	NO

NO

NO

	AZD800
	Does the device support the optional Node Manager NWK update client service?
	[R1]/2.4.3.3.9

[R5]
	AZD36,

FDT1:O,

FDT2:O,

FDT3:X
	YES

YES

YES

	AZD801
	Does the device support the optional Node Manager NWK update server service?
	[R1]/2.4.4.3.9

[R5]
	AZD36,

FDT1:O,

FDT2:O,

FDT3:O
	YES

YES

YES

	AZD49
	Does the device support the mandatory Configuration Attributes?
	[R1]/2.5.6
	M
	YES

	AZD50
	Does the device support the optional Complex Descriptor configuration attribute?
	[R1]/2.5.6
	O
	NO

	AZD51
	Does the device support the optional User Descriptor configuration attribute?
	[R1]/2.5.6
	O
	YES

	AZD52
	Does the device support the optional Max Bind configuration attribute?
	[R1]/2.5.6
	O
	YES

	AZD53
	Does the device support the optional Master Key configuration attribute?
	[R1]/2.5.6
	O
	YES

	AZD54
	Does the device support the optional End Device Bind Timeout configuration attribute?
	[R1]/2.5.6
	FDT1:M,

FDT2:X,

FDT3:X
	YES

	AZD55
	Does the device support the optional Permit Join Duration configuration attribute?
	[R1]/2.5.6
	FDT1:M,

FDT2:M,

FDT3:X
	YES

YES

	AZD56
	Does the device support the optional NWK Security Level configuration attribute?
	[R1]/2.5.6
	AZD19:O
	YES

	AZD57
	Does the device support the optional NWK Secure All Frames configuration attribute?
	[R1]/2.5.6
	AZD19:O
	YES

	AZD500
	Does the device support the optional NWK Leave Remove Children configuration attribute?
	[R1]/2.5.6
	AZD19:

FDT1:M,

FDT2:M,

FDT3:X
	YES

YES

	AZD501
	Does the device support the optional NWK Broadcast Delivery configuration attribute?
	[R1]/2.5.6
	FDT1:O,

FDT2:O,

FDT3:X
	YES

YES

	AZD502
	Does the device support the optional NWK Transaction Persistence Time configuration attribute?
	[R1]/2.5.6
	FDT1:O,

FDT2:O,

FDT3:X
	YES

YES

	AZD503
	Does the device support the optional NWK Indirect Poll Rate configuration attribute?
	[R1]/2.5.6
	FDT1:X,

FDT2:X,

FDT3:M
	YES

	AZD504
	Does the device support the optional Max Associations configuration attribute?
	[R1]/2.5.6
	FDT1:O,

FDT2:O,

FDT3:X
	YES

YES

	AZD505
	Does the device support the optional NWK Direct Join Addresses configuration attribute?
	[R1]/2.5.6
	FDT1:O,

FDT2:O,

FDT3:X
	YES

YES

	AZD506
	Does the device support the optional Parent Link Retry Threshold configuration attribute?
	[R1]/2.5.6
	FDT1:X,

FDT2:O,

FDT3:O
	YES
YES

	AZD507
	Does the device support the optional Orphan Rejoin Interval configuration attribute?
	[R1]/2.5.6
	FDT1:X,

FDT2:O,

FDT3:O
	YES

YES

	AZD508
	Does the device support the optional Max Orphan Rejoin Interval configuration attribute?
	[R1]/2.5.6
	FDT1:X,

FDT2:O,

FDT3:O
	NO

NO


8.4.2.2 ZigBee Application Framework functions

Table 10 – ZigBee Application Framework functions

	Item number
	Item description
	Reference
	Status
	Support

	AAF2
	Does the device support the mandatory ZigBee Descriptor structures?  
	[R1]/2.3.2
	M
	YES

	AAF3
	Does the device support the optional ZigBee Complex Descriptor structure?  
	[R1]/2.3.2
	M
	YES

	AAF4
	Does the device support the optional ZigBee User Descriptor structure?  
	[R1]/2.3.2
	M
	YES

	AAF5
	Does the device support the transmission of descriptors?  
	[R1]/2.3.2.1
	M
	YES
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