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Change history

The following table shows the change history for this specification.

Revision 3 (July 20, 2006)

Table 1 – Revision change history for revision 3

	Revision
	Version
	Description

	0
	-
	Initial draft incorporating content from earlier v0.75 specification annex C and PICS developed independently by Mark Tillinghast of NTS.

	01
	-
	Incorporated feedback from NWG.

	02
	-
	Brought PICS up to date for the r09 revision of the specification.

Note that this was done by taking Don Sturek’s document 064153, which was in turn based on r01 of this document, and generalizing it to apply to the stack as a whole as opposed to the HC stack in particular.

	03
	-
	Added rejoin command frame. Brought up to date for 053474r10.

	04
	-
	Incorporated miscellaneous review comments. Brought up to date with 053474r13.

	05
	-
	Incorporated review comments after 04 release.

Made receipt and relaying of route request and generation of route replies mandatory for all devices except end devices.

Made receipt of route error command frames mandatory.

Made generation of route error command frames mandatory for all but end devices.

	06
	-
	Updated to reflect 053474r16.

	07
	-
	Added NWK group ID table.

	08
	-
	Changed optionality on network report and network update command frames (all optional).


2 Introduction

To evaluate conformance of a particular implementation, it is necessary to have a statement of which capabilities and options have been implemented for a given standard. Such a statement is called a protocol implementation conformance statement (PICS).
2.1 Scope
This document provides the protocol implementation conformance statement (PICS) proforma for ZigBee network layer specification section (053474r08, Clause 2) in compliance with the relevant requirements, and in accordance with the relevant guidance, given in ISO/IEC 9646-7.

2.2 Purpose

The supplier of a protocol implementation claiming to conform to the ZigBee standard shall complete the following PICS proforma and accompany it with the information necessary to identify fully both the supplier and the implementation.

The protocol implementation conformance statement (PICS) of a protocol implementation is a statement of which capabilities and options of the protocol have been implemented. The statement is in the form of answers to a set of questions in the PICS proforma. The questions in a proforma consist of a systematic list of protocol capabilities and options as well as their implementation requirements. The implementation requirement indicates whether implementation of a capability is mandatory, optional, or conditional depending on options selected. When a protocol implementer answers questions in a PICS proforma, they would indicate whether an item is implemented or not, and provide explanations if an item is not implemented.

3 Abbreviations and special symbols

Notations for requirement status: 

	M
	Mandatory

	O
	Optional

	O.n
	Optional, but support of at least one of the group of options labeled O.n is required.

	N/A
	Not applicable

	X
	Prohibited


“item”: Conditional, status dependent upon the support marked for the “item”.

For example, if FD1 and FD2 are both marked “O.1” this indicates that the status is optional but at least one of the features described in FD1 and FD2 is required to be implemented, if this implementation is to follow the standard of which this PICS Proforma is a part.
4 Instructions for completing the PICS proforma

If a given implementation is claimed to conform to this standard, the actual PICS proforma to be filled in by a supplier shall be technically equivalent to the text of the PICS proforma in this annex, and shall preserve the numbering and naming and the ordering of the PICS proforma.

A PICS which conforms to this document shall be a conforming PICS proforma completed in accordance with the instructions for completion given in this annex.

The main part of the PICS is a fixed-format questionnaire, divided into five tables. Answers to the questionnaire are to be provided in the rightmost column, either by simply marking an answer to indicate a restricted choice (such as Yes or No), or by entering a value or a set or range of values.

The ZigBee Specification, Network Layer (clause 2) [R2] contains the notion of a “stack profile” (see also [R5]). A stack profile is a collection of settings for the operational parameters of the network layer (see [R4]). Stack profiles exist primarily to address concerns about interoperability of devices implementing a specification with many optional features and tunable parameters in a multi-vendor, multi-application environment. The operative restriction is that devices implementing the same stack profile are required to interoperate. It is expected that a large number of application profiles will each select a single stack profile and that the universe of stack profiles advanced and supported by the ZigBee Alliance will be kept as small as possible.

In light of this and of the fact that embedded stack implementers can ill afford to implement more than the minimum set of features required to support their application, protocol conformance will generally be tested with respect to a specific stack profile or at most a small set of stack profiles. This document is organized such that the general PICS outlined in clause 8 may be further constrained using the tables in [R5]. Items not included in the constrained set need not be answered. Items that have optional status in the general PICS may be made mandatory or disallowed under a given stack profile.

5 Identification of the implementation

Implementation under test (IUT) identification

IUT name:  Z-Stack
IUT version:  2.2.0
System under test (SUT) identification

SUT name:  CC2530
Hardware configuration:  SmartRF05EB + CC2530EM
Operating system:  n/a
Product supplier

Name:  Texas Instruments, Inc

Address:  9276 Scranton Road Suite 450, San Diego, CA 92121
Telephone number:  +1 858 638 4294
Facsimile number:  +1 858 638 4202
Email address:  kmarneweck@ti.com
Additional information: __________________________________________________________

Client

Name: ________________________________________________________________________

Address: ______________________________________________________________________

Telephone number: _____________________________________________________________

Facsimile number: ______________________________________________________________

Email address: _________________________________________________________________

Additional information: __________________________________________________________

PICS contact person

Name:  Richard Lord
Address:  9276 Scranton Road Suite 450, San Diego, CA 92121
Telephone number:  +1 858 638 4294
Facsimile number:  +1 858 638 4202
Email address:  rlord@ti.com
Additional information: __________________________________________________________

PICS/System conformance statement

Provide the relationship of the PICS with the system conformance statement for the system:

______________________________________________________________________________

______________________________________________________________________________

______________________________________________________________________________
6 Identification of the protocol

This PICS proforma applies to the ZigBee Specification, network layer, in [R2].
7 Global statement of conformance

The implementation described in this PICS proforma meets all of the mandatory requirements of the referenced standard with the restrictions specified in [R5] for the following stack profile:

Stack profile(s):  ZigBee and ZigBee-PRO
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Yes


[image: image2.wmf]

No


Note -- Answering ‘No’ indicates non-conformance to the specified protocol standard. Non-supported mandatory capabilities are to be identified in the following tables, with an explanation by the implementor explaining why the implementation is non-conforming.

The supplier will have fully complied with the requirements for a statement of conformance by completing the statement contained in this sub-clause. That means, by clicking the above, the statement of conformance is complete. However, the supplier may find it incumbent on their claim to continue to complete the detailed tabulations in the sub-clauses that follow.

Not specifying a stack profile here means that the entire PICS proforma is being addressed without restriction.
8 PICS proforma tables

The following tables are composed of the detailed questions to be answered, which make up the PICS proforma. There are three major sub-clauses. The first sub-clause contains the major roles for a ZigBee device. The second describes the general NETWORK frame format. The third sub-clause contains the major capabilities for the NETWORK layer. Further sub-clauses within these sub-clauses may exist.

8.1 ZigBee device types

Table 2 - Functional device types

	Item number
	Item description
	 Reference
	Status
	Support

	FDT1
	Is this device capable of acting as a ZigBee coordinator?
	[R2]/Preface (Definitions)
	O.1
	YES

	FDT2
	Is this device capable of acting as a ZigBee router?
	[R2]/ Preface (Definitions)
	O.1
	YES

	FDT3
	Is this a ZigBee end device?
	[R2]/ Preface (Definitions)
	O.1
	YES


8.2 ZigBee network frame format

Table 3 – General frame format

	Item number
	Item description
	Reference
	Status
	Support

	GFF1
	Does the device support the general ZigBee network frame format?
	[R2]/3.3.1
	M
	YES


8.3 Major capabilities of the ZigBee network layer

Tables in the following sub-clauses detail the capabilities of NWK layer for ZigBee devices.

8.3.1 Network layer functions

Table 4 - Network layer functions

	Item number
	Item description
	Reference
	Status
	Support

	NLF1
	Does the network layer support transmission of data by the next higher layer?
	[R2]/3.2.1.1, 3.2.1.2, 3.6.2.1
	M
	YES

	NLF2
	Does the network layer support reception of data by the next higher layer?
	[R2]/3.2.1.3, 3.6.2.2
	M
	YES

	NLF3
	Does the network layer support discovery of existing ZigBee networks?
	[R2]/3.2.2.1, 3.2.2.2
	M
	YES

	NLF4
	Does the network layer support formation of ZigBee networks?
	[R2]/3.2.2.3, 3.2.2.4, 3.6.1.1
	FDT1:M, FDT2:X, FDT3:X
	YES

	NLF5
	Can the network layer permit other devices to join the network of which it is a part (and also deny such permission)? 
	[R2]/3.2.2.5, 3.2.2.6, 3.6.1.2
	FDT1:M, FDT2:M, FDT3:X
	YES
YES

	NLF6
	Can the device start as a router?



	[R2]/3.2.2.7, 3.2.2.8
	FDT1:X, FDT2:M, FDT3:X
	NO

YES

	NLF60
	Can the network layer perform energy detection scans at the request of the next higher layer?
	[R2]/3.2.2.9, 3.2.2.10
	M
	YES

	NLF7
	Can the device request membership in a ZigBee network?
	[R2]/3.2.2.11, 3.2.2.13, 3.6.1.4
	FDT1:N/A, FDT2:M, FDT3:M
	NO

YES

YES

	NLF70
	Can the device request to join or rejoin a network using the orphaning procedure?
	[R2]/3.2.2.14, 3.2.2.15, 3.6.1.4.3.1
	FDT1:N/A, FDT2:O, FDT3:O
	NO

YES

YES

	NLF71
	Can the device request to join / rejoin a network using the rejoin command frame and associated procedure?
	[R2]/3.2.2.11, 3.2.2.13, 3.6.1.4.2.1
	FDT1:N/A, FDT2:O, FDT3:O
	NO

YES

YES

	NLF72
	Can the network layer be directed by the next higher layer to change the operating channel of the network of which it is currently a part?
	[R2]/3.2.2.11, 3.2.2.13
	O
	YES

	NLF8
	Can the device respond to requests to join the network of which it is a part?
	[R2]/3.6.1.4.1.2, 3.6.1.4.2.2
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NLF81
	Does the network layer of a device inform the next higher layer when a second device has joined or rejoined its network its child?
	[R2]/3.2.2.12
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NLF9
	Does the network layer employ the Distributed Address Mechanism to generate a unique network address to assign to a joining device?
	[R2]/3.6.1.6
	FDT1:O, FDT2:O, FDT3:N/A
	YES

YES

	NLF90
	Does the network layer employ the Stochastic Addressing Scheme to generate a unique network address to assign to a joining or rejoining device?
	[R2]/3.6.1.7
	FDT1:O, FDT2:O, FDT3:N/A
	YES

YES

	NLF100
	Does the network layer employ the Higher Layer Address Assignment Mechanism to generate a unique network address to assign to a joining device?
	Deprecated
	X
	X

	NLF10
	Can the next higher layer request that a particular device be “pre-joined” to it using the DIRECT-JOIN procedure?
	[R2]/3.2.2.14, 3.2.2.15, 3.6.1.4.3
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NLF11
	Can the device make a request to leave the network?
	[R2]/3.2.2.16, 3.2.2.18, 3.6.1.10.1
	O
	YES

	NLF12
	Can the device make a request that one of its child devices leave the network?
	[R2]/3.2.2.16, 3.2.2.18, 3.6.1.10.2
	FDT1:O, FDT2:O, FDT3:N/A
	YES

	NLF13
	Can the network layer process network leave commands from child devices?
	[R2]/3.6.1.10.3
	FDT1:M, FDT2:M, FDT3:N/A
	YES

YES

	NLF130
	Can the network layer process network leave commands from parent devices?
	[R2]/3.6.1.10.3
	FDT1:N/A, FDT2:M, FDT3:M
	NO

YES

YES

	NLF131
	Does the network layer inform the next higher layer if the device itself or a neighboring device has left the network?
	[R2]/3.2.2.17
	M
	YES

	NLF14
	Does the device support changing of the ZigBee coordinator configuration in an operating network?
	[R2]/3.2.2.3, 3.2.2.4, 3.6.1.11
	FDT1:O, FDT2:X, FDT3:X
	

	NLF15
	Does the device support changing of the ZigBee router configuration in an operating network?
	[R2]/3.2.2.7, 3.2.2.8
	FDT1:X, FDT2:O, FDT3:X
	

	NLF16
	Does the network layer, and underlying MAC sub-layer, support reset?
	[R2]/3.2.2.19, 3.2.2.20, 3.6.1.12
	M
	YES

	NLF17
	Does the network layer allow the next higher layer to synchronize with or extract data from the device’s ZigBee coordinator or router?
	[R2]/3.2.2.22, 3.2.2.23
	FDT1:X, FDT2:O, FDT3:M
	NO

NO

YES

	NLF18
	Does the network layer report a loss of synchronization with the device’s ZigBee router or ZigBee coordinator to the next higher layer?
	[R2]/3.2.2.23
	FDT1:X, FDT2:O, FDT3:M
	NO

YES

YES

	NLF19
	Does the network layer offer the next higher layer the ability to retrieve network information base (NIB) attributes?
	[R2]/3.2.2.26, 3.2.2.27
	M
	YES

	NLF20
	Does the network layer offer the next higher layer the ability to set network information base (NIB) attributes?
	[R2]/3.2.2.28, 3.2.2.29
	M
	YES

	NLF110
	Does the network layer support network status reporting to the next higher layer?
	[R2]/3.2.2.30
	M
	YES

	NLF111
	Does the network layer support Route Discovery?
	[R2]/3.2.2.31, 3.2.2.32, 3.6.3.5
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NLF112
	Does the network layer support Route Discovery requests with DstAddrMode of 0x00 in support of Many-to-One discovery?
	“
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NLF113
	Does the network layer support Route Discovery requests with DstAddrMode of 0x01 in support of Multicast Group Discovery?
	[R2]/3.2.2.31, 3.2.2.32, 3.6.3.5, 3.6.6
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NLF114
	Does the network layer support Route Discovery requests with DstAddrMode of 0x02 in support of the discovery of Unicast routes?
	[R2]/3.2.2.31, 3.2.2.32, 3.6.3.5
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NLF115
	Does the network layer employ tree routing?
	[R2] 3.6.3.3
	O
	YES

	NLF21
	Does the network layer calculate routing cost based on probability of reception?
	[R2]/3.6.3.1


	O
	YES

	NLF22
	Does the network layer maintain a routing table and route discovery table?
	[R2]/3.6.3.2


	FDT1:O FDT2:O, FDT3:X
	YES

YES

	NLF220
	Does the network layer maintain a route record table?
	[R2]/3.5.2, 3.6.3.2
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NLF221
	Does the network layer maintain a multicast group ID table?
	[R2]/3.6.6.1
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NLF23
	Does the network layer reserve routing capacity for route repair operations?

(Note: This capability has been removed from the ZigBee specification as of r08).
	None


	X
	X

	NLF24
	Does the device implement beacon collision-avoidance measures?
	[R2]/3.6.4
	O
	NO

	NLF25
	Does the network layer support router re-enumeration as a route repair method?

(Note: This capability has been removed from the ZigBee specification as of r10).
	None
	X
	X

	NLF26
	Does the network layer assume that links are symmetrical and establish forward and reverse routes at the same time?
	[R2]/3.5.2, 3.6.3.5.2


	O
	YES

	NLF27
	Does the network layer maintain a neighbor table or tables in order to store information about nearby devices?
	[R2]/3.6.1.5
	M
	YES

	NLF28
	Does the network layer buffer frames pending route discovery or route repair operations?
	[R2]/3.6.3.5.1


	O
	YES

	NLF29
	Does the network layer buffer data frames on behalf of end device that are its children?
	[R2]/3.6.5


	FDT1:M FDT2:M FDT3:X
	YES

YES

	NLF30
	Is the device capable of participating in a beacon-oriented network?
	[R2]/Preface Definitions and Network Topology sections


	O
	NO

	NLF31
	Does the network layer support the detection of address conflicts?
	[R2]/3.6.1.9
	O
	YES

	NLF32
	Does the network layer support resolving address conflicts?
	[R2]/3.6.1.9.3
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NLF33
	Does the network layer support the detection of PAN ID conflicts?
	[R2]/3.6.1.13
	O
	YES

	NLF34
	Does the device support resolving PAN ID conflicts?
	[R2]/3.6.1.13
	O
	YES


8.3.2 Network layer frames

Table 5 - Network data frame

	Item number
	Item description
	Reference
	Status
	Support

	NDF1
	Does the device support the origination of network data frames?
	[R2]/3.3.2.1, 3.6.2.1
	M
	YES

	NDF2
	Does the device support the receipt of network data frames?
	[R2]/3.3.2.1, 3.6.2.2
	M
	YES

	NDF3
	Does the device support the relaying of unicast network data frames?
	[R2]/3.3.2.1, 3.6.3.3
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NDF4
	Does the device support relaying of broadcast network data frames?
	[R2]/3.3.2.1, 3.6.5
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NDF100
	Does the device support relaying of multicast network data frames?
	[R2]/3.3.2.1, 3.6.6
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NDF101
	Does the device support the relaying of source routed network data frames?
	[R2]/3.3.2.1, 3.6.3.3.2
	FDT1:O, FDT2:O, FDT3:X
	YES

YES


Table 6 - Network command  frames

	Item number
	Item description
	Reference
	Status
	Support

	NCF1
	Does the device support the origination of route request command frames?
	[R2]/3.4.1, 3.6.3.5.1
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NCF2
	Does the device support the receipt of route request command frames?
	[R2]/3.4.1, 3.6.3.5.2
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NCF3
	Does the device support the relaying of route request command frames?
	[R2]/3.4.1, 3.6.3.5.2
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NCF4
	Does the device support the origination of route reply command frames?
	[R2]/3.4.2, 3.6.3.5.2
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NCF5
	Does the device support the receipt of route reply command frames?
	[R2]/3.4.2, 3.6.3.5.3
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NCF6
	Does the device support the relaying of route reply command frames?
	[R2]/3.4.2, 3.6.3.5.3
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NCF7
	Does the device support the transmission of network status command frames?
	[R2]/3.4.3, 3.6.1.9.3, 3.6.3.3, 3.6.3.7.1
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NCF8
	Does the device support the receipt of network status command frames?
	[R2]/3.4.3, 3.6.1.9.3, 3.6.3.7.1
	M
	YES

	NCF9
	Does the device support the relaying of network command frames? In particular, does it support the relaying of those command frames, specifically network status, network report and network update, which require relaying but for which there are no special per-hop processing requirements?
	[R2]/3.4.3, 3.4.9, 3.4.10
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NCF100
	Does the device support the origination of leave command frames?
	[R2]/3.4.4, 3.6.1.10
	FDT1:O, FDT2:O, FDT3:O
	YES

YES

YES

	NCF101
	Does the device support the receipt of leave command frames?
	[R2]/3.4.4, 3.6.1.10
	FDT1:M, FDT2:M, FDT3:M
	YES

YES

YES

	NCF103
	Does the device support the origination of route record command frames?
	[R2]/3.4.5, 3.6.3.5.4
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NCF104
	Does the device support the receipt of route record command frames?
	“
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NCF105
	Does the device support the relaying of route record command frames?
	“
	FDT1:O, FDT2:O, FDT3:X
	YES

YES

	NCF106
	Does the device support the transmission of rejoin request command frames?
	[R2]/3.4.6, 3.7.1.3.2.1
	FDT1:X, FDT2:M, FDT3:M
	NO

YES

YES

	NCF107
	Does the device support the reception of rejoin request command frames?
	[R2]/3.4.6, 3.7.1.3.2.2
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NCF108
	Does the device support the transmission of rejoin response command frames?
	[R2]/3.4.7, 3.7.1.3.2.2
	FDT1:M, FDT2:M, FDT3:X
	YES

YES

	NCF109
	Does the device support the reception of rejoin response command frames?
	[R2]/3.4.7, 3.7.1.3.2.1
	FDT1:X, FDT2:M, FDT3:M
	NO

YES

YES

	NCF110
	Does the device support the generation of a network report command frame.
	[R2]/3.4.9, 3.6.1.13.1
	O
	YES

	NCF111
	Does the device support the reception of a network report command frame
	[R2]/3.4.9, 3.6.1.13.2
	O
	YES

	NCF112
	Does the device support the generation of a network update command frame.
	[R2]/3.4.10, 3.6.1.13.2
	O
	YES

	NCF113
	Does the device support the reception of a network update command frame
	[R2]/3.4.10, 3.6.1.13.3
	O
	YES

	NCF114
	Does the device support the generation of a link status command frame.
	[R2]/3.4.8, 3.6.3.4.1
	FDT1:O, FDT2:O, FDT3:X
	YES
YES

	NCF115
	Does the device support the reception of a link status command frame.
	[R2]/3.4.8, 3.6.1.5, 3.6.3.4.2
	FDT1:O, FDT2:O, FDT3:X
	YES
YES
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