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Change history

The following table shows the change history for this specification.

Table 1 – Revision change history

	Revision
	Version
	Description

	07
	1.0
	Accepted by the ZigBee Alliance Board of Directors


2 Introduction

To evaluate conformance of a particular implementation, it is necessary to have a statement of which capabilities and options have been implemented for a given standard. Such a statement is called a protocol implementation conformance statement (PICS).

2.1 Scope
This document provides the protocol implementation conformance statement (PICS) proforma for the ZigBee specifications cited in Reference [R3] in compliance with the relevant requirements, and in accordance with the relevant guidance, given in 
ISO/IEC 9646-7.

This document addresses the ZigBee Health Care (ZHC) Application Profile.  

2.2 Purpose

The supplier of a protocol implementation claiming to conform to the ZigBee Health Care Application Profile shall complete the following PICS proforma and accompany it with the information necessary to identify fully both the supplier and the implementation.

The PICS is in the form of answers to a set of questions in the PICS proforma. The questions in a proforma consist of a systematic list of protocol capabilities and options as well as their implementation requirements. The implementation requirement indicates whether implementation of a capability is mandatory, optional, or conditional depending on options selected. When a protocol implementer answers questions in a PICS proforma, they would indicate whether an item is implemented or not, and provide explanations if an item is not implemented.

3 Abbreviations and special symbols

Notations for requirement status: 

	M
	Mandatory

	O
	Optional

	O.n
	Optional, but support of at least one of the group of options labeled O.n is required. (Clarification - the number ‘n’ is a label for the group, not a count of the number of options within the group, or the ordinal number of the option within the group. All options in the group are indicated identically as O.n)

	N/A
	Not applicable

	X
	Prohibited

	Item label: Status
	Status is conditional on support of the item with the given item label.


Examples

1/  If items labeled A and B are both marked “O.n” this indicates that the status is optional for both A and B, but at least one of the two features described by items A and B is required to be implemented.

2/ If m items are each marked A: O.n, this indicates that, if item A is implemented, the status is optional for all of them, but at least one of the m features described by the items is required to be implemented.
4 Instructions for completing the PICS proforma

If a given implementation is claimed to conform to this standard, the actual PICS proforma to be filled in by a supplier shall be technically equivalent to the text of the PICS proforma in this annex, and shall preserve the numbering and naming and the ordering of the PICS proforma.

A PICS which conforms to this document shall be a conforming PICS proforma completed in accordance with the instructions for completion given in this annex.

The main part of the PICS is a fixed-format questionnaire, divided into five tables. Answers to the questionnaire are to be provided in the rightmost column, either by simply marking an answer to indicate a restricted choice (such as Yes or No), or by entering a value, set, or range of values.

5 Identification of the implementation

Implementation under test (IUT) identification

IUT name: _____________________________________________________________________

IUT version:
_____________________________________________________________________

System under test (SUT) identification

SUT name: 


One Touch Ultra II Blood Glucose Meter
____________________________________________________________________________

Software Version:

1.3.001
____________________________________________________________________________

Hardware Version: 

HZM
____________________________________________________________________________

Operating system (optional):
n/a
____________________________________________________________________________

Product supplier

Name: 



Brunel University
____________________________________________________________________________
Address:


Kingston Lane, 

Uxbridge, 

UB8 3PH,

UK
____________________________________________________________________________

Telephone number: 

+44 1895 265053

____________________________________________________________________________

Facsimile number: 

+44 1895 251686
____________________________________________________________________________

Email address: 

malcolm.clarke@brunel.ac.uk

____________________________________________________________________________

Additional information: 
____________________________________________________________________________

Client

Name: 
____________________________________________________________________________

Address: 
____________________________________________________________________________

Telephone number: ____________________________________________________________________________

Facsimile number: ____________________________________________________________________________

Email address:
____________________________________________________________________________

Additional information: 
____________________________________________________________________________

PICS contact person

Name: 



Malcolm Clarke

____________________________________________________________________________

Address: 


Kingston Lane
____________________________________________________________________________

Telephone number: 

+44 1895 265053

____________________________________________________________________________

Facsimile number:

+44 1895 251686

____________________________________________________________________________

Email address: 

malcolm.clarke@brunel.ac.uk

____________________________________________________________________________

Additional information: ____________________________________________________________________________

PICS/System conformance statement
6 Identification of the protocol

This PICS proforma applies to the ZigBee Health Care Application Profile, cited in Reference [R3].
7 Global statement of conformance

The implementation described in this PICS proforma meets all of the mandatory requirements of the referenced standards:

Application Profile:  ZigBee Health Care – 075360r15ZB
[image: image2.wmf]

Yes


[image: image3.wmf]

No


Note -- Answering ‘No’ indicates non-conformance to the specified protocol standard. Non-supported mandatory capabilities are to be identified in the following tables, with an explanation by the implementer explaining why the implementation is non-conforming.

The supplier will have fully complied with the requirements for a statement of conformance by completing the statement contained in this subclause. That means, by clicking the above, the statement of conformance is complete. 

8 PICS proforma tables

The following tables are composed of the detailed questions to be answered, which make up the PICS proforma. 

8.1 ZigBee Device Types

Table 2 - Functional device types

	Item number
	Item description
	 Reference
	Status
	Support

	FDT1
	Is this device capable of acting as a ZigBee coordinator?
	[R1] 2.5.5.5.1
	O.1

	N

	FDT2
	Is this device capable of acting as a ZigBee router?
	[R1] 2.5.5.5.1
	O.1
	N

	FDT3
	Is this a ZigBee end device?
	[R1] 2.5.5.5.1
	O.1
	Y

	FDT4
	Is the device capable of acting as a Trust Center?
	
	O
	N


8.2 Stack Profile

Table 3 –Stack Profile 

	Item number
	Item description
	Reference
	Status
	Support

	ZSP1
	Is the device built on a ZigBee Compliant Platform certified for the ZigBee stack profile [R2]?
	[R6], [R3] 5.1
	FDT1: X
FDT3: O.2
	N

	ZSP2
	Is the device built on a ZigBee PRO Compliant Platform certified for the ZigBee PRO stack profile [R2]?
	[R6], [R3] 5.1
	FDT1: M
FDT2: M
FDT3: O.2
	Y


8.3 Stack Profile Additional Restrictions for ZHC
Table 4 – Stack Profile Additional Restrictions for ZHC
	Item number
	Item description
	Reference
	Status
	Support

	SPAR1
	Does the device support fragmentation?
	[R3] 5.1.1
	See note 1
	Y

	SPAR2
	Does the device set the fragmentation parameter apscMaxWindowSize to1?
	[R3] 5.1.1
	SPAR1: M
	Y

	SPAR3
	Does the device support Standard Security, with preconfigured TC link keys?
	[R3] 5.1.1
	M
	Y

	SPAR4
	Does the device operate in the 2.4 GHz band?
	[R3] 5.1.1
	M
	Y

	SPAR5
	Does the device support many to one route discovery?
	[R3] 5.1.1
	ZSP2: M
	n/a

	SPAR6
	Is the device designated as a concentrator?
	[R3] 5.1.1
	FDT4: M
DD4: M
	N

	SPAR7
	Does the device support 16 child end devices?
	[R3] 5.1.1
	DD4: M
	n/a

	SPAR8
	Does the device operate as an RX_ON_WHEN_IDLE device if implementing a Data Management device?
	[R3] 7.6.1
	FDT3: M
	n/a


Note 1 - If the maximum size ASDU required by any cluster supported will not fit in a single ZigBee packet, then APS Fragmentation shall be implemented, supporting up to at least the maximum size required by any cluster supported, or 240 bytes, whichever is the smaller. (See [R3] 7.1.4)
8.4 Health Care Device Description support

Table 5 – ZHC device description support

	Item number
	Item description
	Reference
	Status
	Support

	HCDD1
	Is the product programmed as a Disease Management Device?
	[R3] 7.2
	O.3
	Y

	HCDD2
	Is the product programmed as a Health and Fitness Device?
	[R3] 7.3
	O.3
	N

	HCDD3
	Is the product programmed as an Aging Independently Device? 
	[R3] 7.4
	O.3
	N

	HCDD4
	Is the product programmed as a Multifunction Device?
	[R3] 7.5
	O.3
	N

	HCDD5
	Is the product programmed as a Data Management Device?
	[R3] 7.6
	O.3
	N

	HCDD6
	Is the product programmed as a Weight Scale?
	[R3] 7.2
	HCDD1:
O4
	N

	HCDD7
	Is the product programmed as a Thermometer?
	[R3] 7.2
	HCDD1:
O4
	N

	HCDD8
	Is the product programmed as a Pulse Oximeter?
	[R3] 7.2
	HCDD1:
O4
	N

	HCDD9
	Is the product programmed as a Blood Pressure Monitor?
	[R3] 7.2
	HCDD1:
O4
	N

	HCDD10
	Is the product programmed as a Glucose Meter?
	[R3] 7.2
	HCDD1:
O4
	Y

	HCDD11
	Is the product programmed as an Insulin Pump?
	[R3] 7.2
	HCDD1:
O4
	N

	HCDD12
	Is the product programmed as a Peak Flow Monitor?
	[R3] 7.2
	HCDD1:
O4
	N

	HCDD100
	Is the product programmed as an ECG?
	[R3] 7.2
	HCDD1:
O4
	N

	HCDD101
	Is the product programmed as an International Normalized Ratio (INR)?
	[R3] 7.2
	HCDD1:
O4
	N

	HCDD13
	Is the product programmed as a Cardiovascular Fitness and Activity Monitor?
	[R3] 7.3
	HCDD2:
O5
	N

	HCDD14
	Is the product programmed as a Strength Fitness Equipment?
	[R3] 7.3
	HCDD2:
O5
	N

	HCDD200
	Is the product programmed as a Physical Activity Monitor?
	[R3] 7.3
	HCDD2:
O5
	N

	HCDD300
	Is the product programmed as a Step Counter?
	[R3] 7.4
	HCDD2:
O5
	N

	HCDD15
	Is the product programmed as an Independent Living Activity Hub? 
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD16
	Is the product programmed as a Fall Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD17
	Is the product programmed as a PERS Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD18
	Is the product programmed as a Motion Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD19
	Is the product programmed as a Property Exit Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD20
	Is the product programmed as an Enuresis Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD21
	Is the product programmed as a Contact Closure Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD22
	Is the product programmed as a Switch Use Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD23
	Is the product programmed as a Dosage Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD24
	Is the product programmed as a Water Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD25
	Is the product programmed as a Temperature Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD26
	Is the product programmed as a Gas Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD27
	Is the product programmed as a Smoke Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD28
	Is the product programmed as a CO Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD29
	Is the product programmed as a Usage Sensor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD30
	Is the product programmed as an Adherence Monitor?
	[R3] 7.4
	HCDD3:
O6
	N

	HCDD31
	Is the product programmed as a Generic Multifunction Healthcare Device?
	[R3] 7.5
	HCDD4:
M
	N

	HCDD32
	Is the product programmed as a Data Collection Unit (DCU)?
	[R3] 7.6
	HCDD5:
M
	N


8.5 Health Care Device Description Capabilities

The cluster PICS requirements / constraints are listed in Table 6 and Table 7.

Table 6 – Common cluster PICS requirements / constraints – Server side
	Cluster PICS Item number 
	Reference
	Status
	Additional Constraints
	Support

	BCS1
	[R9], [R3] 7.1.3
	M
	
	Y

	ICS1
	[R9], [R3] 7.1.3
	M
	
	Y

	COMCS1
	8.8.1, [R3] 7.1.3
	O
	
	N

	GTCS1
	[R10], [R3] 7.1.3
	M
	
	Y

	11073TCS1
	[R3] 7.1.3
	M
	
	Y

	PCS1
	[R9], [R3] 7.1.3
	O
	
	N

	ACS1
	[R9], [R3] 7.1.3
	O
	
	N

	TCS1
	[R9], [R3] 7.1.3
	O
	
	N

	LCS1
	[R9], [R3] 7.1.3
	O
	
	N

	ASKECS1
	[R3] 7.1.3
	O
	
	N

	ASACCS1
	[R3] 7.1.3
	O
	
	N

	TPCS1
	[R11], [R3] 7.1.3
	O
HCDD5:M
	If the maximum size ASDU required by any cluster supported is larger than 240 bytes then the Partition cluster shall be implemented, supporting up to at least the maximum size required by any cluster supported.
	N

	TVZCS1
	[R11], [R3] 7.4.1.1
	HCDD3:O
	
	N

	ZHCOCS1
	[R3] 7.1.3.4
	O
	Declare any other clusters supported which are not formally part of the ZHC profile, and reference test specification.
	n/a


Table 7 – Common cluster PICS requirements/ constraints – Client side

	Cluster PICS Item number
	Reference
	Status
	Additional Constraints
	Support

	BCC1
	[R9], [R3] 7.5.1
	O
	
	N

	ICC1
	[R9], [R3] 7.5.1
	O
	
	N

	GTCC1
	[R10], [R3] 7.1.3
	O
	
	N

	11073TCC1
	[R3] 7.1.3
	M
	
	N

	LCC1
	[R9], [R3] 7.1.3
	O
	
	N

	ASKECC1
	[R3] 7.1.3
	O
	
	N

	ASACCC1
	[R3] 7.1.3
	O
	
	N

	TPCC1
	[R11], [R3] 7.1.3
	O
	
	N

	TVZCC1
	[R11], [R3] 7.5.1.1
	HCDD5:O
	
	N

	ZHCOCS1
	[R3] 7.1.3.4
	O
	Declare any other clusters supported which are not formally part of the ZHC profile, and reference test specification.
	n/a


8.6 Health Care Commissioning 

Table 8 – HC Commissioning Scenario Support

	Item number
	Item description
	Reference
	Status
	Support

	HCCS1
	Does the device support the Service Provider Commissioning scenario?
	[R3] 8.1, 8.2
	O
	Y

	HCCS2
	Does the device support the In-House Commissioning scenario?
	[R3] 8.1, 8.3
	O
	Y

	HCCS3
	Does the device support the Consumer Commissioning scenario?
	[R3] 8.1, 8.4
	M
	N

	HCCS4
	Does the device support long term application pairing by means of the connect request and disconnect request commands of the 11073 Protocol Tunnel cluster with the idle timeout field set to 0xffff?
	[R3] 8.2.4,
[R3] A.1.2.3
	M
	Y

	HCCS5
	Does the device support short term application pairing by means of the connect request and disconnect request commands of the 11073 Protocol Tunnel cluster with the idle timeout field set to other than 0xffff?
	[R3] 8.2.4,

[R3] A.1.2.3
	M
	Y


Table 9 – User Indications
	Item number
	Item description
	Reference
	Status
	Support

	HCDI1
	Is the device able to indicate to the user that it is the coordinator of a network?
	[R3] 8.5
	O
HCDD5:M
	n/a

	HCDI 2
	Is the device able to indicate to the user that it has successfully joined a network?
	[R3] 8.5
	O
HCDD5:M
	Y

	HCDI 3
	Is the device able to indicate to the user that it has failed to join a network?
	[R3] 8.5
	O
HCDD5:M
	Y

	HCDI 4
	Is the device able to indicate to the user that a new connection with another device has been created?
	[R3] 8.5
	O
HCDD5:M
	Y

	HCDI 5
	Is the device able to indicate to the user that it has failed to be connected to another device?
	[R3] 8.5
	O
HCDD5:M
	Y

	HCDI 6
	Is the device able to indicate to the user that it is in the process of searching for or joining a network?
	[R3] 8.5
	O
HCDD5:M
	Y

	HCDI 7
	Is the device able to indicate to the user that it is identifying itself?
	[R3] 8.5
	O
HCDD5:M
	Y


Table 10 – Connect / Disconnect Indications
	Item number
	Item description
	Reference
	Status
	Support

	HCCDI1
	Does the device generate an 11073 ‘connect indication’ when a device connects to it?
	[R3] 8.2.4.1
	M
	Y

	HCCDI 2
	Does the device generate an 11073 ‘disconnect indication’ when a device disconnects from it?
	[R3] 8.2.4.1
	M
	Y

	HCCDI 6
	Does the device generate an 11073 ‘disconnect indication’ when it cannot make contact with the network?
	[R3] 8.2.4.1
	O
	Y

	HCCDI 7
	Does the device generate an 11073 ‘connect indication’ when it has re-established contact with the network?
	[R3] 8.2.4.1
	O
	Y


Note – these items may become mandatory.
8.7 ZHC-defined Cluster Capabilities

8.7.1 11073 Tunnel Cluster

Table 11 – 11073 Tunnel cluster server capabilities

	Item number
	Item description
	Reference
	Status
	Support

	11073TCS1
	Is the 11073 Protocol Tunnel cluster supported as a server?
	[R3] A.1.2
	O
	Y

	11073TCS3
	Is the DeviceIDList attribute supported?
	[R3] A.1.2.2.2
	11073TCS1:O
HCDD4: M
	Y

	11073TCS4
	Is reception of the Transfer APDU command supported?
	[R3] A.1.2.3
	11073TCS1:M
	Y

	11073TCS7
	Does the device comply with the ISO/IEEE 11073-20601 standard and the applicable device specialization documents?
	[R3] A.1.1
	11073TCS1:M
	Y

	11073TCS8
	Is the Manager Target attribute supported?
	[R3] A.1.2.2
	11073TCS1:O
HCDD1:M
HCDD2:M
HCDD3:M
HCDD4:M
	Y

	11073TCS9
	Is the Manager Endpoint attribute supported?
	[R3] A.1.2.2
	11073TCS1:O
HCDD1:M
HCDD2:M
HCDD3:M
HCDD4:M
	Y

	11073TCS10
	Is the Connected attribute supported?
	[R3] A.1.2.2
	11073TCS1:O
HCDD1:M
HCDD2:M
HCDD3:M
HCDD4:M
	Y

	11073TCS11
	Is the Preemptible attribute supported?
	[R3] A.1.2.2
	11073TCS1:O
HCDD1:M
HCDD2:M
HCDD3:M
HCDD4:M
	Y

	11073TCS12
	Is the Idle Timeout attribute supported?
	[R3] A.1.2.2
	11073TCS1:O
HCDD1:M
HCDD2:M
HCDD3:M
HCDD4:M
	Y

	11073TCS13
	Is reception of the Connect Request command supported?
	[R3] A.1.2.3
	11073TCS1:O
HCDD1:M
HCDD2:M
HCDD3:M
HCDD4:M
	Y

	11073TCS14
	Is reception of the Disconnect Request command supported?
	[R3] A.1.2.3
	11073TCS1:O
HCDD1:M
HCDD2:M
HCDD3:M
HCDD4:M
	Y

	11073TCS15
	Is reception of the Connect Status Notification command supported?
	[R3] A.1.2.3
	11073TCS1:O
HCDD5:M
	N


Table 12 – 11073 Tunnel Cluster client capabilities

	Item number
	Item description
	Reference
	Status
	Support

	11073TCC1
	Is the 11073 Protocol Tunnel cluster supported as a client?
	[R3] A.1.3
	O
	N

	11073TCC2
	Is generation of the Transfer APDU command supported?
	[R3] A.1.3.4
	O
	Y

	11073TCC5
	Is the Transfer APDU command always transmitted with the disable default response bit in the ZCL frame control field set to 1?
	[R3] A.1.2.3.1.1
	11073TCC2:M
	Y


8.7.2 ASKE Cluster

Table 13 – ASKE cluster server capabilities

	Item number
	Item description
	Reference
	Status
	Support

	ASKECS1
	Is the ASKE cluster supported as a server?
	[R4] A.1
	O
	N

	ASKECS2
	Is in-band configuration of the ASKE Security Domain table supported?
	[R4] A.1.8.5
	ASKECS1: O
	N

	ASKECS3
	Is application layer key agreement supported?
	[R4] A.1.8.5
[R3] 8.6.3.2
	ASKECS1: M
	N

	ASKECS4
	Is the SKKE protocol used with ASKE?
	[R4] A.1.8.5
[R3] 8.6.3.2
	ASKECS1: X
	N

	ASKECS5
	Is RevocationList parameter of the ASKE SD Table supported? 
	[R4] A.1.8.4
	ASKECS1: O
	N

	ASKECS6
	Is the ASKEversion attribute supported?
	[R4] A.1.8.3
	ASKECS1: M
	N

	ASKECS7
	Is the MaxSDnumber attribute supported?
	[R4] A.1.8.3
	ASKECS1: M
	N

	ASKECS8
	Is the SDlist attribute supported?
	[R4] A.1.8.3
	ASKECS1: M
	N

	ASKECS9
	Is the MaxKeyingMaterialSize attribute supported?
	[R4] A.1.8.3
	ASKECS1: M
	N

	ASKECS10
	Is the MaxRevocationListLength attribute supported?
	[R4] A.1.8.3
	ASKECS5: M
	N

	ASKECS11
	Is the ASKEtimeout attribute supported?
	[R4] A.1.8.3
	ASKECS1: M
	N

	ASKECS12
	Is the KeySegmentSizeSupport attribute supported?
	[R4] A.1.8.3
	ASKECS1: M
	N

	ASKECS13
	Is finite field with q’=28 supported?
	[R4] A.1.8.3.7
	ASKECS1: O
	N

	ASKECS14
	Is finite field with q’=216 supported?
	[R4] A.1.8.3.7
	ASKECS1: M
	N

	ASKECS15
	Is finite field with q’=232 supported?
	[R4] A.1.8.3.7
	ASKECS1: O
	N

	ASKECS16
	Is finite field with q’=264 supported?
	[R4] A.1.8.3.7
	ASKECS1: O
	N

	ASKECS17
	Is finite field with q’=2128 supported?
	[R4] A.1.8.3.7
	ASKECS1: O
	N

	ASKECS18
	Is finite field with q’=216+1 supported?
	[R4] A.1.8.3.7
	ASKECS1: O
	N

	ASKECS19
	Is finite field with q’=264+13 supported?
	[R4] A.1.8.3.7
	ASKECS1: O
	N

	ASKECS20
	Is reception of the Configure SD command supported?
	[R4] A.1.8.5
	ASKECS2: M
	N

	ASKECS21
	Is reception of the Update Revocation List command supported?
	[R4] A.1.8.5
	ASKECS5: M 
	N

	ASKECS22
	Is reception of the Remove SD command supported?
	[R4] A.1.8.5
	ASKECS2: M
	N

	ASKECS23
	Is reception of the Read SD command supported?
	[R4] A.1.8.5
	ASKECS2: M
	N

	ASKECS24
	Is reception of the Initiate ASKE command supported?
	[R4] A.1.8.5
	ASKECS3: M
	N

	ASKECS25
	Is reception of the Confirm ASKE Key command supported?
	[R4] A.1.8.5
	ASKECS3: M
	N

	ASKECS26
	Is reception of the Terminate ASKE command supported?
	[R4] A.1.8.5
	ASKECS3: M
	M

	ASKECS27
	Is reception of the Generate AMK command supported?
	[R4] A.1.8.5
	ASKECS4: M
	N

	ASKECS28
	Is generation of the Configure SD Response command supported?
	[R4] A.1.8.6
	ASKECS2: M
	N

	ASKECS29
	Is generation of the Update Revocation List Response command supported?
	[R4] A.1.8.6
	ASKECS5: M
	N

	ASKECS30
	Is generation of the Remove SD Response command supported?
	[R4] A.1.8.6
	ASKECS2: M
	N

	ASKECS31
	Is generation of the Read SD Response command supported?
	[R4] A.1.8.6
	ASKECS2: M
	N

	ASKECS32
	Is generation of the Initiate ASKE Response command supported?
	[R4] A.1.8.6
	ASKECS3: M
	N

	ASKECS33
	Is generation of the Confirm ASKE Key Response command supported?
	[R4] A.1.8.6
	ASKECS3: M
	N

	ASKECS34
	Is generation of the Terminate ASKE command supported?
	[R4] A.1.8.6
	ASKECS3: M
	N

	ASKECS35
	Is generation of the Generate AMK Response command supported?
	[R4] A.1.8.6
	ASKECS4: M
	N

	ASKECS36
	Is generation of the Report Revoked Node command supported?
	[R4] A.1.8.6
	ASKECS5: M
	N

	ASKECS37
	Is generation of the Request Configuration command supported?
	[R4] A.1.8.6
	ASKECS2: M
	N


Table 14 – ASKE cluster client capabilities

	Item number
	Item description
	Reference
	Status
	Support

	ASKECC1
	Is the ASKE cluster supported as a client?
	[R4] A.1
	O
	N

	ASKECC2
	Is Trust Server functionality supported (i.e. in-band configuration of ASKE security domain table)?
	[R4] A.1.9.4.1
	ASKECC1: O
	N

	ASKECC3
	In the Trust Server role, is RevocationList maintenance supported?
	[R4] A.1.8.4
	ASKECC2: O
	N

	ASKECC4
	Is ASKE application layer key agreement supported?
	[R4] A.1.9.4.2
[R3] 8.6.3.2
	ASKECC1: M
ASKECS3: M 
	N

	ASKECC5
	Is the SKKE protocol used with ASKE?
	[R4] A.1.9.4.2
[R3] 8.6.3.2
	ASKECC1: X
ASKECS4: M
	N

	ASKECC6
	Is reception of the Configure SD Response command supported?
	[R4] A.1.9.3
[R4] A.1.8.6.1
	ASKECC2: M
	N

	ASKECC7
	Is reception of the Update Revocation List Response command supported?
	[R4] A.1.9.3
[R4] A.1.8.6.1
	ASKECC3: M
	N

	ASKECC8
	Is reception of the Remove SD Response command supported?
	[R4] A.1.9.3
[R4] A.1.8.6.1
	ASKECC2: M
	N

	ASKECC9
	Is reception of the Read SD Response command supported?
	[R4] A.1.9.3
[R4] A.1.8.6.1
	ASKECC2: M
	N

	ASKECC10
	Is reception of the Initiate ASKE Response command supported?
	[R4] A.1.9.3
[R4] A.1.8.6.2
	ASKECC4: M
	N

	ASKECC11
	Is reception of the Confirm ASKE Key Response command supported?
	[R4] A.1.9.3
[R4] A.1.8.6.2
	ASKECC4: M
	N

	ASKECC12
	Is reception of the Terminate ASKE command supported?
	[R4] A.1.9.3
[R4] A.1.8.6.2
	ASKECC4: M
	N

	ASKECC13
	Is reception of the Generate AMK Response command supported?
	[R4] A.1.9.3
[R4] A.1.8.6.2
	ASKECC5: M
	N

	ASKECC14
	Is reception of the Report Revoked Node command supported?
	[R4] A.1.9.3
[R4] A.1.8.6.3
	ASKECC3: M
	N

	ASKECC15
	Is reception of the Request Configuration command supported?
	[R4] A.1.9.3
[R4] A.1.8.6.4
	ASKECC2: M
	N

	ASKECC16
	Is generation of the Configure SD command supported?
	[R4] A.1.9.4.1
[R4] A.1.8.5.1
	ASKECC2: M
	N

	ASKECC17
	Is generation of the Update Revocation List command supported?
	[R4] A.1.9.4.1
[R4] A.1.8.5.1
	ASKECC3: M 
	N

	ASKECC18
	Is generation of the Remove SD command supported?
	[R4] A.1.9.4.1
[R4] A.1.8.5.1
	ASKECC2: M
	N

	ASKECC19
	Is generation of the Read SD command supported?
	[R4] A.1.9.4.1
[R4] A.1.8.5.1
	ASKECC2: M
	N

	ASKECC20
	Is generation of the Initiate ASKE command supported?
	[R4] A.1.9.4.2
[R4] A.1.8.5.2
	ASKECC4: M
	N

	ASKECC21
	Is generation of the Confirm ASKE Key command supported?
	[R4] A.1.9.4.2
[R4] A.1.8.5.2
	ASKECC4: M
	N

	ASKECC22
	Is generation of the Terminate ASKE command supported?
	[R4] A.1.9.4.2
[R4] A.1.8.5.2
	ASKECC4: M
	N

	ASKECC23
	Is generation of the Generate AMK command supported?
	[R4] A.1.9.4.2
[R4] A.1.8.5.2
	ASKECC5: M
	N


8.7.3 ASAC Cluster

Table 15 – ASAC cluster server capabilities

	Item number
	Item description
	Reference
	Status
	Support

	ASACCS1
	Is the ASAC cluster supported as a server?
	[R3] 7.1.3
	O
	N

	ASACCS2
	Is in-band configuration of the ASAC Security Domain table supported?
	[R4] A.2.7.6
	ASACCS1: O
	N

	ASACCS3
	Is ASAC application layer key agreement supported?
	[R4] A.2.7.6
	ASACCS1: M
	N

	ASACCS4
	Is the SKKE protocol used with ASAC?
	[R4] A.2.7.6
	ASACCS1: X
	N

	ASACCS5
	Is RevocationList parameter of the ASAC SD Table supported?
	[R4] A.2.7.4
	ASACCS1: O
	N

	ASACCS6
	Are sub-SDs supported?
	[R4] A.2.7.4
	ASACCS1: O
	N

	ASACCS7
	Is the ASACversion attribute supported?
	[R4] A.2.7.3
	ASACCS1: M
	N

	ASACCS8
	Is the MaxSDnumber attribute supported?
	[R4] A.2.7.3
	ASACCS1: M
	N

	ASACCS9
	Is the MaxKeyingMaterialSize attribute supported?
	[R4] A.2.7.3
	ASACCS1: M
	N

	ASACCS10
	Is the MaxPermissionsTableEntries attribute supported?
	[R4] A.2.7.3
	ASACCS1: M
	N

	ASACCS11
	Is the MaxCertificateTableEntrie attribute supported?
	[R4] A.2.7.3
	ASACCS1: M
	N

	ASACCS12
	Is the MaxRevocationListLength attribute supported?
	[R4] A.2.7.3
	ASACCS5: M
	N

	ASACCS13
	Is the ASACtimeout attribute supported?
	[R4] A.2.7.3
	ASACCS1: M
	N

	ASACCS14
	Is the MainSDlist attribute supported?
	[R4] A.2.7.3
	ASACCS1: M
	N

	ASACCS15
	Is the KeySegmentSizeSupport attribute supported?
	[R4] A.2.7.3
	ASACCS1: M
	N

	ASACCS16
	Is finite field with q’=28 supported?
	[R4] A.2.7.3.9
	ASACCS1: O
	N

	ASACCS17
	Is finite field with q’=216 supported?
	[R4] A.2.7.3.9
	ASACCS1: O
	N

	ASACCS18
	Is finite field with q’=232 supported?
	[R4] A.2.7.3.9
	ASACCS1: M
	N

	ASACCS19
	Is finite field with q’=264 supported?
	[R4] A.2.7.3.9
	ASACCS1: O
	N

	ASACCS20
	Is finite field with q’=2128 supported?
	[R4] A.2.7.3.9
	ASACCS1: O
	N

	ASACCS21
	Is finite field with q’=216+1 supported?
	[R4] A.2.7.3.9
	ASACCS1: O
	N

	ASACCS22
	Is finite field with q’=264+13 supported?
	[R4] A.2.7.3.9
	ASACCS1: O
	N

	ASACCS23
	Is reception of the Configure SD command supported?
	[R4] A.2.7.6.1
	ASACCS2: M
	N

	ASACCS24
	Is reception of the Update Revocation List command supported?
	[R4] A.2.7.6.1
	ASACCS5: M
	N

	ASACCS25
	Is reception of the Configure AC Policies command supported?
	[R4] A.2.7.6.1
	ASACCS2: M
	N

	ASACCS26
	Is reception of the Read SD command supported?
	[R4] A.2.7.6.1
	ASACCS2: M
	N

	ASACCS27
	Is reception of the Read AC Policies command supported?
	[R4] A.2.7.6.1
	ASACCS2: M
	N

	ASACCS28
	Is reception of the Remove AC command supported?
	[R4] A.2.7.6.1
	ASACCS2: M
	N

	ASACCS29
	Is reception of the AC Properties Request command supported?
	[R4] A.2.7.6.1
	ASACCS2: M
	N

	ASACCS30
	Is reception of the TS Report Response command supported?
	[R4] A.2.7.6.1
	ASACCS2: M
	N

	ASACCS31
	Is reception of the Initiate ASAC command supported?
	[R4] A.2.7.6.2
	ASACCS3: M
	N

	ASACCS32
	Is reception of the Confirm ASAC command supported?
	[R4] A.2.7.6.2
	ASACCS3: M
	N

	ASACCS33
	Is reception of the Terminate ASAC command supported?
	[R4] A.2.7.6.2
	ASACCS1: M
	N

	ASACCS34
	Is reception of the Generate AMK command supported?
	[R4] A.2.7.6.2
	ASACCS4: M
	N

	ASACCS35
	Is reception of the LDC Transport command supported?
	[R4] A.2.7.6.2
	ASACCS1: M
	N

	ASACCS36
	Is generation of the Configure SD Response command supported?
	[R4] A.2.7.7.1
	ASACCS2: M
	N

	ASACCS37
	Is generation of the Update Revocation List Response command supported?
	[R4] A.2.7.7.1
	ASACCS5: M
	N

	ASACCS38
	Is generation of the Configure AC Policies Response command supported?
	[R4] A.2.7.7.1
	ASACCS2: M
	N

	ASACCS39
	Is generation of the Read SD Response command supported?
	[R4] A.2.7.7.1
	ASACCS2: M
	N

	ASACCS40
	Is generation of the Read AC Policies Response command supported?
	[R4] A.2.7.7.1
	ASACCS2: M
	N

	ASACCS41
	Is generation of the Remove AC Response command supported?
	[R4] A.2.7.7.1
	ASACCS2: M
	N

	ASACCS42
	Is generation of the AC Properties Request Response command supported?
	[R4] A.2.7.7.1
	ASACCS2: M
	N

	ASACCS43
	Is generation of the TS Report command supported?
	[R4] A.2.7.7.1
	ASACCS2: M
	N

	ASACCS44
	Is generation of the Initiate ASAC Response command supported?
	[R4] A.2.7.7.2
	ASACCS3: M
	N

	ASACCS45
	Is generation of the Confirm ASAC Response command supported?
	[R4] A.2.7.7.2
	ASACCS3: M
	N

	ASACCS46
	Is generation of the Terminate ASAC command supported?
	[R4] A.2.7.7.2
	ASACCS1: M
	N

	ASACCS47
	Is generation of the Generate AMK Response command supported?
	[R4] A.2.7.7.2
	ASACCS4: M
	N

	ASACCS48
	Is generation of the LDC Transport Response command supported?
	[R4] A.2.7.7.2
	ASACCS1: M
	N

	ASACCS49
	Is generation of the Request Configuration command supported?
	[R4] A.2.7.7.3
	ASACCS1: M
	N


Table 16 – ASAC cluster client capabilities

	Item number
	Item description
	Reference
	Status
	Support

	ASACCC1
	Is the ASAC cluster supported as a client?
	[R4] A.2
[R3] 7.1.3
	O
	N

	ASACCC2
	Is Trust Server functionality supported (i.e. in-band configuration of ASAC security domain table)?
	[R4] A.2.8.4.1
	ASACCC1: O
	N

	ASACCC3
	In the Trust Server role, Revocation List maintenance supported?
	[R4] A.2.8.4.1
	ASACCC2: O
	N

	ASACCC4
	In the Trust Server role, are sub-SDs supported?
	[R4] A.2.8.4.1
	ASACCC2: O
	N

	ASACCC5
	Is ASAC application layer key agreement supported?
	[R4] A.2.8.4.2
[R3] 8.6.4.3
	ASACCC1: M
ASACCS3: M
	N

	ASACCC6
	Is the SKKE protocol used with ASAC?
	[R4] A.2.8.4.2
[R3] 8.6.4.3
	ASACCC1: X
ASACCS4: M
	N

	ASACCC7
	Is generation of the Configure SD command supported?
	[R4] A.2.8.4.1
[R4] A.2.7.6.1
	ASACCC2: M
	N

	ASACCC8
	Is generation of the Update Revocation List command supported?
	[R4] A.2.8.4.1
[R4] A.2.7.6.1
	ASACCC3: M
	N

	ASACCC9
	Is generation of the Configure AC Policies command supported?
	[R4] A.2.8.4.1
[R4] A.2.7.6.1
	ASACCC2: M
	N

	ASACCC10
	Is generation of the Read SD command supported?
	[R4] A.2.8.4.1
[R4] A.2.7.6.1
	ASACCC2: M
	N

	ASACCC11
	Is generation of the Read AC Policies command supported?
	[R4] A.2.8.4.1
[R4] A.2.7.6.1
	ASACCC2: M
	N

	ASACCC12
	Is generation of the Remove AC command supported?
	[R4] A.2.8.4.1
[R4] A.2.7.6.1
	ASACCC2: M
	N

	ASACCC13
	Is generation of the AC Properties Request command supported?
	[R4] A.2.8.4.1
[R4] A.2.7.6.1
	ASACCC2: M
	N

	ASACCC14
	Is generation of the TS Report Response command supported?
	[R4] A.2.8.4.1
[R4] A.2.7.6.1
	ASACCC2: M
	N

	ASACCC15
	Is generation of the Initiate ASAC command supported?
	[R4] A.2.8.4.2
[R4] A.2.7.6.2
	ASACCC5: M
	N

	ASACCC16
	Is generation of the Confirm ASAC command supported?
	[R4] A.2.8.4.2
[R4] A.2.7.6.2
	ASACCC5: M
	N

	ASACCC17
	Is generation of the Terminate ASAC command supported?
	[R4] A.2.8.4.2
[R4] A.2.7.6.2
	ASACCC1: M
	N

	ASACCC18
	Is generation of the Generate AMK command supported?
	[R4] A.2.8.4.2
[R4] A.2.7.6.2
	ASACCC6: M
	N

	ASACCC19
	Is generation of the LDC Transport command supported?
	[R4] A.2.8.4.2
[R4] A.2.7.6.2
	ASACCC1: M
	N

	ASACCC20
	Is reception of the Configure SD Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.1
	ASACCC2: M
	N

	ASACCC21
	Is reception of the Update Revocation List Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.1
	ASACCC3: M
ASACCC8: M
	N

	ASACCC22
	Is reception of the Configure AC Policies Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.1
	ASACCC2: M
	N

	ASACCC23
	Is reception of the Read SD Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.1
	ASACCC2: M
	N

	ASACCC24
	Is reception of the Read AC Policies Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.1
	ASACCC2: M
	N

	ASACCC25
	Is reception of the Remove AC Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.1
	ASACCC2: M
	N

	ASACCC26
	Is reception of the AC Properties Request Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.1
	ASACCC2: M
	N

	ASACCC27
	Is reception of the TS Report command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.1
	ASACCC2: M
	N

	ASACCC28
	Is reception of the Initiate ASAC Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.2
	ASACCC5: M
	N

	ASACCC29
	Is reception of the Confirm ASAC Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.2
	ASACCC5: M
	N

	ASACCC30
	Is reception of the Terminate ASAC command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.2
	ASACCC1: M
	N

	ASACCC31
	Is reception of the Generate AMK Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.2
	ASACCC6: M
	N

	ASACCC32
	Is reception of the LDC Transport Response command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.2
	ASACCC1: M
	N

	ASACCC33
	Is reception of the Request Configuration command supported?
	[R4] A.2.8.3
[R4] A.2.7.7.3
	ASACCC2: M
	N


8.8 Other Clusters [Candidate material for ZCL PICS]
The following is candidate material for inclusion in a future version of [R9].
8.8.1 Commissioning Cluster

Table 17 – Commissioning cluster server capabilities

	Item number
	Item description
	Reference
	Status
	Support

	COMCS1
	Is the commissioning cluster supported as a server?
	[R3] A.1.2
	O
	N

	COMCS2
	Is the ShortAddress attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS3
	Is the ExtendPANId attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS4
	Is the PANId attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS5
	Is the Channelmask attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS6
	Is the ProtocolVersion attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS7
	Is the StackProfile attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS8
	Is the StartupControl attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS9
	Is the TrustCentreAddress attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS10
	Is the TrustCentreMasterKey attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS11
	Is the NetworkKey attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS12
	Is the UseInsecureJoin attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS13
	Is the PreconfiguredLinkKey attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS14
	Is the NetworkKeySeqNum attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS15
	Is the NetworkKeyType attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS16
	Is the NetworkManagerAddress attribute supported?
	[R5] 3.15.2.2.1
	COMCS1: M
	N

	COMCS17
	Is the ScanAttempts attribute supported?
	[R5] 3.15.2.2.2
	COMCS1: M
	N

	COMCS18
	Is the TimeBetweenScanes attribute supported?
	[R5] 3.15.2.2.2
	COMCS1: M
	N

	COMCS19
	Is the RejoinInterval attribute supported?
	[R5] 3.15.2.2.2
	COMCS1: M
	N

	COMCS20
	Is the MaxRejoinInterval attribute supported?
	[R5] 3.15.2.2.2
	COMCS1: M
	N

	COMCS21
	Is the IndirectPollRate attribute supported?
	[R5] 3.15.2.2.3
	COMCS1: M
	N

	COMCS22
	Is the ParentRetryThreshold attribute supported?
	[R5] 3.15.2.2.3
	COMCS1: M
	N

	COMCS23
	Is the ConcentratorFlag attribute supported?
	[R5] 3.15.2.2.4
	COMCS1: M
	N

	COMCS24
	Is the ConcentratorRadius attribute supported?
	[R5] 3.15.2.2.4
	COMCS1: M
	N

	COMCS25
	Is the ConcentratorDiscoveryTime attribute supported?
	[R5] 3.15.2.2.4
	COMCS1: M
	N

	COMCS26
	Is reception of the Restart Device command supported?
	[R5] 3.15.2.3
	COMCS1: M
	N

	COMCS27
	Is reception of the Save Startup Parameters command supported?
	[R5] 3.15.2.3
	COMCS1: O
	N

	COMCS28
	Is reception of the Recall Startup Parameters command supported?
	[R5] 3.15.2.3
	COMCS1: O
	N

	COMCS29
	Is reception of the Reset Startup Parameters command supported?
	[R5] 3.15.2.3
	COMCS1: M
	N

	COMCS30
	Is generation of the Restart Device Response command supported?
	[R5] 3.15.2.4
	COMCS1: M
	N

	COMCS31
	Is generation of the Save Startup Parameters Response command supported?
	[R5] 3.15.2.4
	COMCS1: M
	N

	COMCS32
	Is generation of the Recall Startup Parameters Response command supported?
	[R5] 3.15.2.4
	COMCS1: M
	N

	COMCS33
	Is generation of the Reset Startup Parameters Response command supported?
	[R5] 3.15.2.4
	COMCS1: M
	N


Table 18 – Commissioning Cluster client capabilities

	Item number
	Item description
	Reference
	Status
	Support

	COMCC1
	Is the commissioning cluster supported as a client?
	[R3] A.1.3
	O
	N

	COMCC2
	Is reception of the Restart Device command supported?
	[R5] 3.15.2.3
	COMCC1: O
	N

	COMCC3
	Is reception of the Save Startup Parameters command supported?
	[R5] 3.15.2.3
	COMCC1: O
	N

	COMCC4
	Is reception of the Recall Startup Parameters command supported?
	[R5] 3.15.2.3
	COMCC1: O
	N

	COMCC5
	Is reception of the Reset Startup Parameters command supported?
	[R5] 3.15.2.3
	COMCC1: O
	N

	COMCC6
	Is generation of the Restart Device Response command supported?
	[R5] 3.15.2.4
	COMCC1: O
	N

	COMCC7
	Is generation of the Save Startup Response Parameters command supported?
	[R5] 3.15.2.4
	COMCC1: O
	N

	COMCC8
	Is generation of the Recall Startup Response Parameters command supported?
	[R5] 3.15.2.4
	COMCC1: O
	N

	COMCC9
	Is generation of the Reset Startup Response Parameters command supported?
	[R5] 3.15.2.4
	COMCC1: O
	N








� O.1 – Device under test must select only one of these options.   Devices under test supporting multiple ZigBee device types must serially re-test using each supported ZigBee device type.
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